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(1) Is directly employed by the appli-
cant or a subsidiary in a position hav-
ing authority for policy or manage-
ment within the applicant organiza-
tion; and

(2) Is legally empowered in writing by
the applicant to sign license applica-
tions or other requests for approval on
behalf of the applicant; and

(3) Understands the provisions and
requirements of the various export con-
trol statutes and regulations, and the
criminal liability, civil liability and
administrative penalties for violating
the Arms Export Control Act and the
International Traffic in Arms Regula-
tions; and

(4) Has the independent authority to:
(i) Enquire into any aspect of a pro-

posed export or temporary import by
the applicant, and

(ii) Verify the legality of the trans-
action and the accuracy of the infor-
mation to be submitted; and

(iii) Refuse to sign any license appli-
cation or other request for approval
without prejudice or other adverse re-
course.

(b) [Reserved]

§ 120.26 Presiding Official.
Presiding Official means a person au-

thorized by the U.S. Government to
conduct hearings in administrative
proceedings.

§ 120.27 U.S. criminal statutes.
(a) For purposes of this subchapter,

the phrase U.S. criminal statutes means:
(1) Section 38 of the Arms Export

Control Act (22 U.S.C. 2778);
(2) Section 11 of the Export Adminis-

tration Act of 1979 (50 U.S.C. app. 2410);
(3) Sections 793, 794, or 798 of title 18,

United States Code (relating to espio-
nage involving defense or classified in-
formation);

(4) Section 16 of the Trading with the
Enemy Act (50 U.S.C. app. 16);

(5) Section 206 of the International
Emergency Economic Powers Act (re-
lating to foreign assets controls; 50
U.S.C. 1705);

(6) Section 30A of the Securities Ex-
change Act of 1934 (15 U.S.C. 78dd–1) or
section 104 of the Foreign Corrupt
Practices Act (15 U.S.C. 78dd–2);

(7) Chapter 105 of title 18, United
States Code (relating to sabotage);

(8) Section 4(b) of the Internal Secu-
rity Act of 1950 (relating to commu-
nication of classified information; 50
U.S.C. 783(b));

(9) Sections 57, 92, 101, 104, 222, 224,
225, or 226 of the Atomic Energy Act of
1954 (42 U.S.C. 2077, 2122, 2131, 2134, 2272,
2274, 2275, and 2276);

(10) Section 601 of the National Secu-
rity Act of 1947 (relating to intelligence
identities protection; 50 U.S.C. 421);

(11) Section 603(b) or (c) of the Com-
prehensive Anti-Apartheid Act of 1986
(22 U.S.C. 5113(b) and (c)); and

(12) Section 371 of title 18, United
States Code (when it involves con-
spiracy to violate any of the above
statutes).

(b) [Reserved]

§ 120.28 Listing of forms referred to in
this subchapter.

The forms referred to in this sub-
chapter are available from the fol-
lowing government agencies:

(a) Department of State, Bureau of
Politico-Military Affairs, Office of De-
fense Trade Controls, Washington, DC.
20522–0602.

(1) Application/License for perma-
nent export of unclassified defense ar-
ticles and related technical data (Form
DSP–5).

(2) Application for registration (Form
DSP–9).

(3) Application/License for temporary
import of unclassified defense articles
(Form DSP–61).

(4) Application/License for temporary
export of unclassified defense articles
(Form DSP–73).

(5) Non-transfer and use certificate
(Form DSP–83).

(6) Application/License for perma-
nent/temporary export or temporary
import of classified defense articles
and related classified technical data
(Form DSP–85).

(7) Authority to Export Defense Arti-
cles and Defense Services sold under
the Foreign Military Sales program
(Form DSP–94).

(b) Department of Commerce, Bureau
of Export Administration:

(1) International Import Certificate
(Form BXA–645P/ATF–4522/DSP–53).

(2) Shipper’s Export Declaration
(Form No. 7525–V).
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